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6
Solutions 
6.1


Solutions for Scenario 1: application usage charging only per IP-CAN session 
This scenario is relevant in case when the PCEF may apply policy control actions on PCC Rules level, but charging is required only at the application level for applications detected and enforced by TDF.
6.1.1
Alternative solutions 1: sdf transfer

These solutions require the TDF to analyse the sdf templates belonging to the active PCC Rules and informing PCRF whether there are overlaps between the PCC Rule's traffic and ADC Rule's traffic.

Upon receiving such information, if there are overlaps, either PCC/ADC Rule adjustment can be made by the PCRF or usage monitoring reports for the overlapping sdf templates can be provided by the PCEF->PCRF->TDF in order to apply charging accurately.
6.1.1.1
Solutions' assumptions

1. When TDF detects application and the detected application's service data flows are non-deducible, it means that they can't be transferred to other entities, but TDF itself is aware of those service data flows.

2. sdf templates can be transferred by the PCRF to the TDF in all traffic handling cases except the following: sdf templates belonging to the PCC Rules not known to the PCRF and PCC Rules with the filters going beyond 5-tuple definition (i.e. PCEF supporting extended packet inspection capabilities) which can be used only on default bearer.
3. In case charging is also required for the remaining traffic of IP-CAN session after applying all ADC Rules, a dedicated new ADC Rule/Application id for that remained traffic can be created and the reporting can be done per that Application Id.
6.1.1.2
Reference architecture
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Editor's note: It is FFS whether Gyn/Gzn is Gy/Gz or an enhancement of Gy/Gz. Whether the Gyn/Gzn is to be renamed is FFS.
6.1.1.3
Application Detection and Control Rule extension

The following parameters within ADC Rules shall be supported for application usage charging, in addition to the parameters already defined in the 3GPP TS 23.203 [3]: 

	Charging
	This clause defines identities and instructions for charging and accounting that is required for an access point where application usage charging is configured 
	

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply for application.
	

	Charging method
	Indicates the required charging method for the ADC rule.

Values: online, offline or neither.
	

	Measurement method
	Indicates whether the application data volume, duration, combined volume/duration or event shall be measured.

This is applicable for reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to pre-defined ADC rules.
	

	Application identifier level reporting
	Indicates that separate usage reports shall be generated for this Application identifier.

Values: mandated or not required
	


Application identifier shall be a new parameter transferred to OCS and to OFCS per each application (instead of Service Identifier) for application usage charging.


If there is at least one ADC Rule with the charging parameters, the session with OCS/OFCS needs to be established by the TDF.
6.1.1.4
Credit management

The credit management applies for online charging only and shall operate on per charging key basis. The TDF shall initiate one credit management session with the OCS for each TDF Session subject to online charging.
NOTE 1:
Independent credit control for an individual application may be achieved by assigning a unique charging key value for the application in the ADC rule.

The TDF shall request a credit for each charging key occurring in an ADC rule. It shall be up to operator configuration whether the TDF shall request credit in conjunction with the ADC rule being activated or when the application is detected. The OCS may either grant or deny the request for credit. The OCS shall strictly control the rating decisions.

NOTE 2:
The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the OCS.

During TDF session establishment and modification, the TDF shall request credit using the information after applying enforcement action (e.g. upgraded or downgraded bandwidth limitation), if applicable.

It shall be possible for the OCS to form a credit pool for multiple (one or more) charging keys, applied at the TDF, e.g. with the objective of avoiding credit fragmentation. Multiple pools of credit shall be allowed per TDF session. The OCS shall control the credit pooling decisions. The OCS shall, when credit authorization is sought, either grant a new pool of credit, together with a new credit limit, or give a reference to a pool of credit that is already granted for that TDF session. The grouping of charging keys into pools shall not restrict the ability of the OCS to do credit authorisation and provide termination action individually for each charging key of the pool. It shall be possible for the OCS to group applications charged at different rates or in different units (e.g. time/volume/event) into the same pool.


For each charging key, the TDF may receive credit re-authorisation trigger information from the OCS, which shall cause the TDF to perform a credit re-authorisation when the event occurs. If there are events which can not be monitored in the TDF, the TDF shall provide the information about the required event triggers to the PCRF. If information about required event triggers is provided to the PCRF, it is an implementation option whether a successful confirmation is required from the PCRF in order for the TDF to consider the credit (re-)authorization procedure to be successful. The credit re-authorisation trigger detection shall cause the TDF to request re-authorisation of the credit in the OCS. It shall be possible for the OCS to instruct the TDF to seek re-authorisation of credit in case of the events listed in table 6.1.

Table 6.1: Credit re-authorization triggers

	Credit re-authorization trigger
	Description

	Credit authorisation lifetime expiry
	The OCS has limited the validity of the credit to expire at a certain time.

	Idle timeout
	The application has been empty for a certain time.

	PLMN change
	The UE has moved to another operators' domain.

	
	

	
Change in type of IP‑CAN
	
The type of the IP‑CAN has changed.

	Location change (serving cell)
	The serving cell of the UE has changed.

	Location change (serving area) (see note 2)
	The serving area of the UE has changed.

	Location change (serving CN node) (see note 3)
	The serving core network node of the UE has changed.

	NOTE 1:
This list is not exhaustive. Events specific for each IP‑CAN are specified in Annex A of Ref [3], and the protocol description may support additional events.

NOTE 2:
A change in the serving area may also result in a change in the serving cell, and possibly a change in the serving CN node.

NOTE 3:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.


If the Location change trigger is armed, the relevant IP‑CAN specific procedure shall be implemented to report any changes in location to the level indicated by the trigger. If credit-authorization triggers and event triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no request being triggered for credit re-authorization to the OCS if the report received is more detailed than requested by the OCS.

If the PCRF has set the Out of credit event trigger (see table 6.2), the TDF shall inform the PCRF about the ADC rules for which credit is no longer available together with the applied termination action.
Table 6.2: Event triggers

	Event trigger
	Description
	Reported from
	Condition for reporting

	Out of credit
	Credit is no longer available.
	TDF
	PCRF


6.1.1.5
Termination Action

The termination action applies only in case of online charging. The termination action indicates the action, which the TDF should perform when no more credit is granted. An application's traffic that matches an ADC rule, indicating a charging key for which no credit has been granted, is subject to a termination action.

The defined termination actions include:

-
Allowing the application's traffic to pass through;

-
Dropping the application's traffic;

-
The TDF Default Termination Action;

-
The re-direction of application's traffic to an application server (e.g. defined in the termination action).

The Default Termination Action for all charging keys, for which no more credit is granted and there is no specific termination action shall be pre-configured in the TDF according to operator's policy. For instance, the default behaviour may consist of allowing application's traffic of any terminated application to pass through the TDF.

The OCS may provide a termination action for each charging key over the Gy interface. Any previously provided termination action may be overwritten by the OCS. A termination action remains valid and shall be applied by the TDF until all the corresponding ADC rules of that charging key are removed.

The OCS shall provide the termination action to the TDF before denying credit; otherwise the TDF default termination action shall be performed.

6.1.1.6
Functional Description
Volume / time / time & volume / event based charging: 
As TDF performs detection and enforcement of the application, the alternative (Scenario 1, Solution 1), proposed for this scenario, is such that TDF performs also charging, controlled by the PCRF by providing charging control parameters within ADC Rules. In this case, the TDF shall be the only charging reporting entity. The TDF shall gather information for uplink and for downlink, and, in case it is requested as per ADC Rule, received from the PCRF, shall establish session with OCS/OFCS and provide charging information per application as per definitions in 6.1.1.3-6.1.1.5.
a. In the uplink direction, as TDF's enforcement actions happen after any possible enforcement action applied by the PCEF at sdf level, the charging reports are accurate. Therefore, accurate calculations are done by the TDF.

b. In case PCC Rule's traffic and application traffic flows are independent of each other in the downlink direction and this is known in advance, then also no correlation needs to be made, even if policy control is applied at PCEF for PCC Rule's traffic (Scenario 1, Solution 1, Case 2-a). Therefore, an accurate charging report is achieved by reporting as per charging parameters provided within ADC Rule. However, if such an assumption can't be made, then the following technical issue need to be resolved in order to provide accurate charging reports. In the downlink direction, the PCEF may perform enforcement actions after the traffic passes through the TDF. In case the service data flow enforced by the PCEF in the downlink also belong to the application which needs to be reported for charging, it needs to be assured that the TDF reports for the application accurately. 

i. The PCRF shall provide to the TDF all sdf templates which are part of active PCC Rules, in case there is any bandwidth limitation/gating in the downlink direction for those sdf templates. The PCRF shall provide the sdf templates with an indication of their (relative) precedence following the precedence of the corresponding PCC Rules they belong to. The TDF upon application detection shall perform the comparison of the sdf templates and the detected application's traffic in the same order as received from the PCRF. Every time a new IP flows belonging to the application are detected, such a comparison shall be implemented.
Note: Case of APN-AMBR enforcement by the PCEF is not supported by this solution. 

ii. If those reported sdf templates doesn't belong to any of the application (s), which need to be reported for charging in the downlink direction, then there is no need in the correlation (Scenario 1, Solution 1, Case 2-b).
iii. If those sdf templates also belong to the application (s) which need to be reported for charging in the downlink direction (Case 2-c), then the TDF shall inform the PCRF by providing those sdf templates belonging to the application with their enforcement action/or indication which ADC Rule (s) they belong to. In case there are some IP flows of that sdf template that do not belong to the application, the TDF shall also separately report about those IP flows (e.g. by providing the corresponding sdf template which was previously received from the PCRF and under this providing a list of only those IP flows which belong to the application).
· (Scenario 1, Solution 1-a, Case 2-c) The PCRF then may ask the PCEF to provide usage monitoring report (through PCRF back to TDF) about those service data flow usage by providing a separate PCC Rules with a higher precedence in order to get usage monitoring only for that sub-set of the overlapping sdf templates out of the PCC Rule overall usage. The PCRF may need to adjust the PCC Rules' enforcement actions based on this. Thus, the TDF can have accurate information about the usage and can now report downlink usage to the OCS/OFCS in such a way that the reports are accurate. 
Editor's note: The efficiency of this solution as well as timescale synchronization for requesting such reports between PCEF-PCRF-TDF and the charging report to OCS/OFCS and also gaps which needs to be filled in order to achieve credit management functionality in the system is FFS. PCRF mechanisms for PCC Rules' adjustment in case of additional PCC Rules created for usage monitoring reports of an overlapping sdf templates are FFS.

Note 1: There is assumption here that the same IP-5-tuple is not shared by application's traffic and other traffic in the downlink direction; otherwise the TDF may not have relevant knowledge on how to count.
· (Scenario 1, Solution 1-b, Case 2-c) Alternatively, the PCRF may adjust ADC Rules for the application in the downlink direction, if appropriate, to match the same enforcement action as defined in PCC Rules for the service data flows, belonging to the detected application. 
Note 2: In case the same IP-5-tuple is shared by application's traffic and other traffic in the downlink direction, and bandwidth limitation enforcement action is applied in the downlink direction, the TDF may not have relevant knowledge on how to count.
6.1.1.7
Impacts on existing nodes or functionality
	Scenario 1, Solution 1, Case  2-a
	Scenario 1, Solution 1, Case  2-b
	Scenario 1, Solution 1-a, Case  2-c
	Scenario 1, Solution 1-b, Case  2-c

	No overlapping traffic for PCC and ADC Rules and it is known in advance
	No overlapping traffic for PCC and ADC Rules as a result of sdf templates comparison performed by the TDF
	There are overlapping sdf templates, usage monitoring reports correlations are used between the PCEF and the TDF
	There are overlapping sdf templates, PCC/ADC Rule adjustments are performed by the PCRF


Functionality which need to be supported:

· ADC Rule extension for charging parameters, Credit management and Termination action support by the TDF, support of charging interfaces from the TDF

· (Scenario 1, Solution 1, Case 2-a) – no additional functionality required

· (Scenario 1, Solution 1, Case 2-b)
· PCRF is responsible to transfer sdf templates of active PCC Rules to the TDF in accordance with their precedence.

· TDF is responsible to compare and verify whether received sdf templates belong to the detected application traffic and inform PCRF about the result.

· (Scenario 1, Solution 1-a, Case 2-c)
· As (Scenario 1, Solution 1, Case 2-b) and additionally: 

· PCRF is responsible to create new PCC Rules with higher precedence for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the TDF.

· Upon receiving this information, TDF is responsible to align the downlink usage information for the detected application.

· (Scenario 1, Solution 1-b, Case 2-c)
· As (Scenario 1, Solution 1, Case 2-b) and additionally:

· PCRF is responsible for adjusting rules based on the information received.

********************** START OF 2nd CHANGE *****************************

6.2


Solutions for Scenario 2: sdf usage charging only per IP-CAN session 

This scenario is relevant in case when the TDF may apply application detection and control actions at ADC Rules level, but charging is required only on the service data flow level.

6.2.1
Alternative solutions 1: sdf transfer

These solutions are based on TDF's capability for analysing of sdf templates belonging to the active PCC Rules and informing PCRF whether there are overlaps between the PCC Rule's traffic and ADC Rule's traffic. 

Upon receiving such information, if there are overlaps, either PCC/ADC Rule adjustment can be made by the PCRF or usage monitoring reports for the overlapping sdf templates can be provided by the TDF->PCRF->PCEF in order to apply charging accurately.
6.2.1.1
Solutions' assumptions

Same assumptions as defined by 6.1.1.1. 

6.2.1.2
Reference architecture, Credit management, Termination action

As defined by the 3GPP TS 23.203 [3].

6.2.1.3
Functional description

Volume / time / time & volume / event based charging:
As PCEF performs policy control for sdf, the alternative solution (Scenario 2, Solution 1), proposed for this scenario, is such that PCEF performs also charging, controlled by the PCRF by providing charging control parameters within the PCC Rules. In this case, the PCEF shall be the only charging reporting entity. The PCEF shall gather information for uplink and for downlink, and, in case it is requested as per PCC Rule, received from the PCRF, shall establish session with OCS/OFCS and provide charging information per service data flows as per 3GPP TS 23.203 [3].   

c. In the downlink direction, as PCEF's enforcement actions happen after any possible enforcement action applied by the TDF at the detected application's level, the charging reports are accurate. Therefore, accurate calculations are done by the PCEF.

d. In case PCC Rule's traffic and application traffic flows are independent of each other in the uplink direction and this is known in advance, then also no correlation needs to be made, even if application control is applied at the TDF for application's traffic (Scenario 2, Solution 1, Case 2-a). Therefore, an accurate charging report is achieved by reporting as per charging parameters provided within PCC Rule. However, if such an assumption can't be made, then the following technical issue need to be resolved in order to provide accurate charging reports. In the uplink direction, the TDF may perform enforcement actions after the traffic passes through the PCEF. In case the service data flows are also enforced by the TDF in the uplink direction as a part of application's traffic, it needs to be assured that PCEF reports for those service data flows accurately. 
i. The PCRF shall provide to the TDF all sdf templates which are part of active PCC Rules and need to be reported for charging in the uplink direction. The PCRF shall provide the sdf templates with an indication of their (relative) precedence following the precedence of the corresponding PCC Rules they belong to. The TDF upon application detection shall perform the comparison of the sdf templates and the detected application's traffic in the same order as received from the PCRF. Every time a new IP flows belonging to the application are detected, such a comparison shall be implemented.
Note: Case of APN-AMBR enforcement by the PCEF is not supported by this solution.

ii. If those reported sdf templates don't belong to any of the application (s), then there is no need in the correlation (Scenario 2, Solution 1, Case 2-b).
iii. If those sdf templates also belong to the application (s) which is enforced in the uplink direction (Scenario 2, Solution 1, Case 2-c), then the TDF shall inform the PCRF by providing those sdf templates belonging to application with their enforcement action/or indication which ADC Rule (s) they belong to. In case there are some IP flows of that sdf template that do not belong to the application, the TDF shall also separately report about those IP flows (e.g. by providing the corresponding sdf template which was previously received from the PCRF and under this providing a list of only those IP flows which belong to the application).
· (Scenario 2, Solution 1-a, Case 2-c) The PCRF then may adjust enforcement and charging model for PCEF by e.g. creating a new PCC rule (s) for those sdf templates with a higher priority and e.g. having zero charging in case of redirection, adjusting bandwidth limitation of those sdf templates to the values provided to the TDF per application which include those sdf templates etc.  
Note 1: In case the same IP-5-tuple is shared by application's traffic and other traffic in the uplink direction, all “non-application traffic” (fitting to the IP-5-tuple) would have to be enforced in the same way as the application traffic. 
·  (Scenario 2, Solution 1-b, Case 2-c) Alternatively, the PCRF may ask the TDF to provide usage monitoring report (through PCRF, PCRF then transfer it to the PCEF) about those service data flow usage by providing a separate PCC Rules with a higher precedence in order to get usage monitoring only for that sub-set of the overlapping sdf templates out of the PCC Rules overall usage. Thus, the PCEF can have accurate information about the usage and report to the OCS/OFCS in such a way that the reports are accurate and an accurate charging is performed by the PCEF. 
Editor's note: The efficiency of this solution as well as timescale synchronization for requesting such reports between PCEF-PCRF-TDF and the charging report to OCS/OFCS and also gaps which needs to be filled in order to achieve credit management functionality in the system is FFS. PCRF mechanisms for PCC Rules' adjustment in case of additional PCC Rules created for usage monitoring reports of an overlapping sdf templates are FFS.

Note 2: There is assumption here that the same IP-5-tuple is not shared by application's traffic and other traffic in the uplink direction, otherwise PCEF may not have relevant knowledge on how to count.

6.2.1.4
Impacts on existing nodes or functionality
	Scenario 2, Solution 1, Case  2-a
	Scenario 2, Solution 1, Case  2-b
	Scenario 2, Solution 1-a, Case  2-c
	Scenario 2, Solution 1-b, Case  2-c

	No overlapping traffic for PCC and ADC Rules and it is known in advance
	No overlapping traffic for PCC and ADC Rules as a result of sdf templates comparison performed by the TDF
	There are overlapping sdf templates, PCC/ADC Rule adjustments are performed by the PCRF
	There are overlapping sdf templates, usage monitoring reports correlations are used between the PCEF and the TDF 


Additional functionality which need to be supported:

· (Scenario 2, Solution 1, Case 2-a) – no additional functionality required

· (Scenario 2, Solution 1, Case 2-b)
· PCRF is responsible to transfer sdf templates of active PCC Rules to the TDF in accordance with their precedence.

· TDF is responsible to compare and verify whether received sdf templates belong to the detected application traffic and inform PCRF about the result.

· (Scenario 2, Solution 1-a, Case 2-c)
· As (Scenario 2, Solution 1, Case 2-b) and additionally: 

· PCRF is responsible for adjusting rules based on the information received.

· (Scenario 2, Solution 1-b, Case 2-c)
· As (Scenario 1, Solution 1, Case 2-b) and additionally:

· PCRF is responsible to create new ADC Rules for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the PCEF.

· Upon receiving this information, PCEF is responsible to align the uplink usage information for the sdf templates.

********************** START OF 3rd CHANGE *****************************

6.3


Solutions for Scenario 3: Both service data flow charging and application usage charging is required per IP-CAN session 

This scenario is relevant in case when the TDF may apply application control actions on ADC Rules level, and PCEF may apply policy control on PCC Rules level, and charging is required both on the service data flow and on the application level.
6.3.1
Alternative solutions 1: sdf transfer

These solutions are based on TDF's capability for analysing of sdf templates belonging to the active PCC Rules and informing PCRF whether there are overlaps between the PCC Rule's traffic and ADC Rule's traffic.

Upon receiving such information, if there are overlaps, either PCC/ADC Rule adjustment can be made by the PCRF or usage monitoring reports for the overlapping sdf templates can be provided by the PCEF<->PCRF<->TDF in order to apply charging accurately.
6.3.1.1
Solutions' assumptions

Same assumptions as defined by 6.1.1.1.
6.3.1.2
Reference architecture
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Editor's note: It is FFS whether Gyn/Gzn is Gy/Gz or an enhancement of Gy/Gz. Whether the Gyn/Gzn is to be renamed is FFS.

6.3.1.3
Application Detection and Control Rule extension

Same as defined by 6.1.1.3. 

6.3.1.4
Credit management

Credit management for TDF online charging report shall be as defined by 6.1.1.4. 

Credit management for PCEF online charging report shall be as defined by 3GPP TS 23.203 [3].

The credit management for the PCEF and the TDF shall be synchronized by the OCS.
Editor's Note: Further credit management requirements with regard to multiple charging points are FFS.
6.3.1.5
Termination Action

The termination action for TDF online charging report shall be as defined by 6.1.1.5. 

The termination action for PCEF online charging report shall be as defined by 3GPP TS 23.203 [3].

The Termination action applied at the TDF and at the PCEF shall be coordinated by the OCS.
6.3.1.6
Functional Description
Volume / time / time & volume / event based charging:
The alternative (Scenario 3, Solution 1), proposed for this scenario, is that both PCEF and TDF perform also charging, controlled by the PCRF by providing charging control parameters within PCC/ADC Rules. In this case, the PCEF and the TDF shall be both charging reporting entities. The PCEF and the TDF shall gather information for uplink and for downlink, and, in case it is requested as per PCC Rules and per ADC Rules, received from the PCRF, shall establish session with OCS/OFCS and provide charging information.
· In case PCC Rule's traffic and application traffic flows are independent of each other in both uplink and downlink direction and this is known in advance, then no correlation needs to be made (Scenario 3, Solution 1, Case 2-a). Therefore, an accurate charging report is achieved by reporting as per charging parameters provided within ADC and PCC Rules. However, if such an assumption can't be made, then the following technical issues need to be resolved in order to provide accurate charging reports: 
· In the uplink direction, the TDF may perform enforcement actions after the traffic passes through the PCEF. In case the sdf templates are also enforced by the TDF in the uplink direction as a part of application's traffic, it needs to be assured that PCEF reports for those sdf templates accurately.
· In the downlink direction, the PCEF may perform enforcement actions after the traffic passes through the TDF. In case the sdf template enforced by the PCEF in the downlink also belong to the application which needs to be reported for charging, it needs to be assured that the TDF reports for the application accurately.
· In order to assure this:
iv. The PCRF shall provide to the TDF all sdf templates which are part of active PCC Rules. The PCRF shall provide the sdf templates with an indication of their (relative) precedence following the precedence of the corresponding PCC Rules they belong to. The TDF upon application detection shall perform the comparison of the sdf templates and the detected application's traffic in the same order as received from the PCRF. Every time a new IP flows belonging to the application are detected, such a comparison shall be implemented.
Note: Case of APN-AMBR enforcement by the PCEF is not supported by this solution.

v. If those reported sdf templates doesn't belong to any of the application (s), which need to be reported for charging, then there is no need in the correlation (Scenario 3, Solution 1, Case 2-b). The charging is therefore can be applied per all PCC and ADC Rules provided.

vi. The solutions for the non-affected additional PCC and ADC Rules for the same IP-CAN session are also provided as per PCC and ADC Rules charging parameters without any correlation needed.
vii. If some of those sdf templates also belong to the detected application (s), which need to be enforced and/or charged per ADC Rule, then
A.  (Scenario 3A) In the uplink direction, in case TDF performs enforcement actions but don't need to charge per this specific application, the solutions for the affected PCC Rules shall be the same as described for (Scenario 2);

B.
 (Scenario 3B) In the downlink direction, in case the PCEF performs enforcement actions per PCC Rules with the affected sdf templates, but don't need to charge per those specific sdf templates, the solutions for the affected ADC Rules shall be the same as described for (Scenario 1);
C.
In the uplink direction, in case TDF performs enforcement actions and need to charge per this specific application, 
· In order to correlate for the impacted sdf templates, the TDF shall inform the PCRF by providing those sdf templates belonging to the enforced/to be charged application with their enforcement action/or indication which ADC Rule (s) they belong to. In case there are some IP flows of that sdf template that do not belong to the application, the TDF shall also separately report about those IP flows (e.g. by providing the corresponding sdf template which was previously received from the PCRF and under this providing a list of only those IP flows which belong to the application).
· (Scenario 3C, Solution 1, Case 2-c) The PCRF then may adjust enforcement and charging model for PCEF by e.g. creating a new PCC rule (s) for those sdf templates with a higher priority and e.g. having zero charging in case of redirection, adjusting bandwidth limitation of those sdf templates to the values provided to TDF per application which include those sdf templates etc. 
Note 1: In case the same IP-5-tuple is shared by application's traffic and other traffic in the uplink direction, all “non-application traffic” (fitting to the IP-5-tuple) would be enforced in the same way as the application traffic. Additional point to consider while evaluating solutions is if this solution is quick and efficient enough for short-lived IP flows and thus is able to address key issue 1.
· (Scenario 3C, Solution 1, Case 2-d) Alternatively, the PCRF then may ask the TDF to provide usage monitoring report (through PCRF to the PCEF) about those service data flow usage by providing a separate ADC Rules in order to get usage monitoring only for that sub-set of the overlapping sdf templates. The PCRF may need to adjust the PCC Rules' enforcement actions based on this. Thus, the PCEF can have accurate information about the usage and report to the OCS/OFCS in such a way that the reports are accurate.  
Editor's note: The efficiency of this solution as well as timescale synchronization for requesting such reports between PCEF-PCRF-TDF and the charging report to OCS/OFCS and also gaps which needs to be filled in order to achieve credit management functionality in the system is FFS. PCRF mechanisms for PCC Rules' adjustment in case of additional PCC Rules created for usage monitoring reports of an overlapping sdf templates are FFS.
Note 2: There is assumption here that the same IP-5-tuple is not shared by application's traffic and other traffic in the uplink direction; otherwise PCEF may not have relevant knowledge on how to count.
· Additionally, the PCRF shall also signal to the TDF if those sdf templates should be counted for application's charging or not ('not' means that this would be counted within PCC Rule only). This indication may also be part of ADC Rule. If those sdf templates have to be excluded from TDF's counting per application, then the TDF shall provide application's usage charging for all accumulated traffic excluding sdf templates which are reported by PCC Rules. In such a case, a corresponding indication should also be provided to the OCS.

D.
In the downlink direction, in case PCEF performs enforcement actions and need to charge per these specific affected sdf templates: 
· In order to correlate for the impacted sdf templates, the TDF shall inform the PCRF by providing those sdf templates belonging to the enforced application with their enforcement action/or indication which ADC Rule (s) they belong to. In case there are some IP flows of that sdf template that do not belong to the application, the TDF shall also separately report about those IP flows (e.g. by providing sdf template and under this providing a list of only those IP flows which belong to the application).
· (Scenario 3D, Solution 1, Case 2-e) The PCRF may ask the PCEF to provide usage monitoring report (through the PCRF back to the TDF) about those service data flow usage by providing a separate PCC Rules with a higher precedence in order to get usage monitoring only for that sub-set of the overlapping sdf templates out of the PCC Rules overall usage. The PCRF may need to adjust the PCC Rules' enforcement actions based on this. Thus, the TDF can have correct information about usage and report to OCS/OFCS in such a way that the reports are accurate and no over-charging is performed. 
Editor's note: The efficiency of this solution as well as timescale synchronization for requesting such reports between PCEF-PCRF-TDF and the charging report to OCS/OFCS and also gaps which needs to be filled in order to achieve credit management functionality in the system is FFS. PCRF mechanisms for PCC Rules' adjustment in case of additional PCC Rules created for usage monitoring reports of an overlapping sdf templates are FFS.

Note 1: There is assumption here that the same IP-5-tuple is not shared by application's traffic and other traffic in the downlink direction; otherwise the TDF may not have relevant knowledge on how to count.
· Alternatively (Scenario 3D, Solution 1, Case 2-f), the PCRF may adjust ADC Rules for the application in the downlink direction, if appropriate, to match the same enforcement action as defined for the PCC Rules for the sdf templates, belonging to the detected application.
Note 2: In case the same IP-5-tuple is shared by application's traffic and other traffic in the downlink direction, and bandwidth limitation enforcement action is applied in the downlink direction, the TDF may not have relevant knowledge on how to count.
· Optionally, additionally, the PCRF may also signal to the TDF if those sdf templates should be counted for application's charging or not ('not' means that this would be counted within PCC Rule only). This indication may also be part of ADC Rule. If those sdf templates have to be excluded from TDF's counting per application, then the TDF shall provide application's usage charging for all accumulated traffic excluding sdf templates which are reported by PCC Rules. In such a case, a corresponding indication should be provided to the OCS.
6.3.1.7
Impacts on existing nodes or functionality
	Scenario 3, Solution 1, Case  2-a
	Scenario 3, Solution 1, Case  2-b
	Scenario 3A
	Scenario 3B

	No overlapping traffic for PCC and ADC Rules and it is known in advance
	No overlapping traffic for PCC and ADC Rules as a result of sdf templates comparison performed by the TDF
	There are overlapping sdf templates. In the uplink direction, in case TDF performs enforcement actions but don't need to charge per this specific application, the solutions for the affected PCC Rules shall be the same as described for (Scenario 2)
	There are overlapping sdf templates. In the downlink direction, in case the PCEF performs enforcement actions per PCC Rules with the affected sdf templates, but don't need to charge per those specific sdf templates, the solutions for the affected ADC Rules shall be the same as described for (Scenario 1)


	Scenario 3C, Solution 1, Case  2-c
	Scenario 3C, Solution 1, Case  2-d
	Scenario 3D, Solution 1, Case  2-e
	Scenario 3D, Solution 1, Case  2-f

	There are overlapping sdf templates, PCC/ADC Rule adjustments are performed by the PCRF
	There are overlapping sdf templates, usage monitoring reports correlations are used between the PCEF and the TDF 
	There are overlapping sdf templates, usage monitoring reports correlations are used between the PCEF and the TDF
	There are overlapping sdf templates, PCC/ADC Rule adjustments are performed by the PCRF


Functionality which need to be supported:

· ADC Rule extension for charging parameters, Credit management and Termination action support by the TDF, support of charging interfaces from the TDF 
· (Scenario 3, Solution 1, Case 2-a) – no additional functionality required

· (Scenario 3, Solution 1, Case 2-b)
· PCRF is responsible to transfer sdf templates of active PCC Rules to the TDF in accordance with their precedence.

· TDF is responsible to compare and verify whether received sdf templates belong to the detected application traffic and inform PCRF about the result.

· (Scenario 3A)

· As (Scenario 3, Solution 1, Case 2-b) and additionally: 

· Either 

· PCRF is responsible for adjusting rules based on the information received.

· Or

· PCRF is responsible to create new ADC Rules for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the PCEF.

· Upon receiving this information, PCEF is responsible to align the uplink usage information for the sdf templates.

· (Scenario 3B)

· As (Scenario 3, Solution 1, Case 2-b) and additionally: 

· Either

· PCRF is responsible to create new PCC Rules with higher precedence for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the TDF.

· Upon receiving this information, TDF is responsible to align the downlink usage information for the detected application.

· Or

· PCRF is responsible for adjusting rules based on the information received.

· (Scenario 3C)

· As (Scenario 3, Solution 1, Case 2-b) and additionally: 

· Either 

· PCRF is responsible for adjusting rules based on the information received.

· Or

· PCRF is responsible to create new ADC Rules for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the PCEF.

· Upon receiving this information, PCEF is responsible to align the uplink usage information for the sdf templates.

· Additionally, PCRF is responsible to indicate where (at TDF or at PCEF) overlapping sdf templates should be counted towards charging reports.

·  (Scenario 3D)

· As (Scenario 3, Solution 1, Case 2-b) and additionally: 

· Either

· PCRF is responsible to create new PCC Rules with higher precedence for those sdf templates which belong also to the application and ask usage monitoring report for those rules; then transfer those usage monitoring reports to the TDF.

· Upon receiving this information, TDF is responsible to align the downlink usage information for the detected application.

· Or

· PCRF is responsible for adjusting rules based on the information received.

· Additionally, PCRF is responsible to indicate where (at TDF or at PCEF) overlapping sdf templates should be counted towards charging reports.

********************** END OF CHANGES *****************************
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